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Abstract. We present a novel soft-ware based method to ensure independent lasers mutual
coherence required for practical realization of advanced Measurement Device Independent
Quantum Key Distribution (MDI-QKD) protocols. Proof of principle experiment has proved
validity of the method, providing mutual coherence time while upper bound dictated by un-
controllable phase drift in optical fiber being ~ 100 ps.
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AnHoTanusa. B pabote ormcan MeTon odecrieueHUST B3aMMHOM KOT€PEHTHOCTH HE3aBUCUMBIX
JIa3epHBIX UICTOYHUKOB, HEOOXOAUMOM JJIs1 MPaKTUUECKOI pealn3allii OIpenesIeHHOTO Kiacca
npotokoyioB KBantoBoro Pacnpenenenus Kiroueii (KPK) ¢ ncnons3zoBanneM HengosepeHHOro
LentpansHoro Ysna (HIY). DkxcnepuMeHTanbHas npoBepka NMoaTBepAuia 3(QEOEeKTUBHOCTD
MPeIIOKEHHOTO0 METO/a, OOECIeUMBIIEro BpeMsl B3aMMHOI KorepeHTHocTd ~ 10 MKc.
MakcuMaabHO TOCTHKMMOE BpeMsl B3aMMHOM KOTEPEHTHOCTH OTIpPenessieTCs
(a30BBIM IIIYMOM B ONTHUYECKOM BOJIOKHE M cocTaBisieT ~ 10 MKc.

Kmouessie ciaoBa: KPK ¢ HILY, acunxponHsie npotokoasl KPK ¢ HILY, crabunuzanus
OTHOCUTEJIBHO (Da3hl, B3aMMHAasI KOTepeHTHOCTh
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Introduction

Measurement device independent quantum key distribution (MDI-QKD) is a promising step
towards secure quantum key distribution networks [1]. The motivation for developing device
independent protocols arises from inevitable gap between theoretical description of a protocol
and its real device realisation. This gap can be used by eavesdropper (Eve) to obtain additional
information about secret key. The most vulnerable part of real-life QKD systems are single photon
detectors, since they are exposed to the majority of quantum hacking attacks [2, 3]. MDI-QKD
protocols allow Eve to control measurement device, still guaranteeing security of key distribution.

With all mentioned advantages, present experimental realizations of MDI protocols does
not enjoy as high security key rate as prepare-and-measure protocols. Recently so-called
asynchronous or mode-pairing MDI-QKD protocols have been proposed [4, 5] to make up for
this shortcoming. The main feature of these protocols is a drastic improvement of the secure key
rate over longer distances. However, Asynchronous MDI-QKD requires high degree of sender
lasers mutual coherence. Usually this problem is solved via various hard-ware based laser locking
techniques [6]. In this work we present easy soft-ware based approach to solve this problem. We
refer to this approach as posterior laser-locking technique.

Problem statement

The mode-pairing MDI-QKD essentially is a generalization of time-bin encoding MDI-QKD.
Namely, instead of two using fixed time bins to encode gbit, some pairing strategy between several
time bins is applied to detection events at post-processing stage. This approach allows to achieve
O(W/n) instead of standard MDI asymptotic O(n) for a secure key rate R, where n — + o is total
channel transmittance [5].
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Fig. 1. MDI-QKD encoding schematics. Standard time-bin encoding (a). Mode-pairing encoding (b)
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The schematic of mode-pairing encoding method is present on Fig. 1, 5. The pairing time
bin is chosen during post-processing which allow to efficiently use almost every detector “click”,
despite transmittance losses. However increasing the pairing time (blue-arrows) may lead to
unexpected phase difference between chosen time bins induced by optical fiber (pA/ 8 This phase
term is totally random and may be different for sender A and B. This fact prevents senders from
matching their encoding phases ¢ € {0, =} which is a must according to MDI- protocol. The next
two sections describe our approach to overcome this problem.

Setup and Methods

1. Setup

Equations should be formatted in MathType (please AVOID MS Word Equation Editor).
Equations are numbered consecutively beginning with (1) to the end of the paper, e.g.. We
investigate interference of two independent continuous light beams. Fig. 2. represents experimental
setup. Laser A is Keysight 81950A with spectral width < 100 kHz, Laser B is Keysight 81608A
with spectral width < 100 kHz. Central wavelength of the two lasers adjusted so that their mean
mutual beat frequency (Aw, ) ~250 MHz. Communication link is established with standard single-
mode optical fibers. We use two fiber-coupled photodetectors at detection side to register lasers
interference pattern. Signal photodetector PDy is Thorlabs PDA8GS, compensating photodetector
PDC,_ is Thorlabs RXM40AF. Interference traces are captured by Teledyne LeCroy WaveMaster
808Zi-A oscilloscope. We investigate communication links of L = 0, 25, 50 and 75 km lengths to
test robustness of a proposed method.

Signal channel

BS BS

-

Compensating channel

BS

PDc
Fig. 2. Experimental setup. PD — photodetector, BS — 50:50 beamsplitter, L. — optical fiber spool

2. Method
We aim to use frequency beat measured on PD_ to post-compensate phase difference on
detector PDs arising from lasers wavelength difference. Intensities on PD_andPD_ are respectively:

A0
J (1) ~ e oo ()] 0
J (t) A(F’AB"'A(F‘rc"'ACUAB(f 1. )t] (2)

where Ag’, , is is initial phase difference between two laser sources; Ag,, Ag, are random phase
differences induced by optical fibers of signal and compensating channels; Aw, (1—1)%, Ao, (t—1 )t
are phase differences on detectors PD and PD_ at time ¢ due to lasers mutual 1ncoherence
|t —t|c path difference between signal and compensatmg channels. The proposed method works
as follows:

1. Collect interference traces with detectors PD_and PD ;

2. Find Ao, ,(?) from J (7) with Fast Fourier Transform;

3. Subtract Aco :(D) from the phase of J(7);

4. Search to ﬁnd delay |#, — ¢ |-c minimizing final phase error Ag_ (7).

err
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Results and Discussion

Table 1 shows phase error rate of the two posteriorly-locked lasers. For detection node remote
at 25 km mutual lasers coherence of ~ 100 ps is achieved with 0.15 rad certainty. We note that
the upper time limit for Lasers A and B mutual coherence, imposed by random phase noise in
optical fiber, ~ 100 ps [7].

Table 1 Further improvement can be achieved with

using higher sample rates on oscilloscope
and greater lasers detuning. Also it should be

Phase error rate against
communication link length

L, km AQ_, rad-ps’! noticed that proof-of-principle experiment

= does not require to send weak coherent laser

0 0.004 pulses instead of continuous beam, since

25 0.015 these pulses inherit the phase of continues

50 0.027 wave from which they are “cut” with intensity
75 0.059 modulator.

Conclusion

Altogether the degree of mutual coherence provided with new technique looks promising for
effective realisation of asynchronous MDI-QKD protocols.
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